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VENDOR INFORMATION 

Vendor Name: Alaska IT Group 

 

 

By checking this box, I, Sander Schijvens for Alaska IT Group, represent that I am authorized to and 
do bind the vendor to this response. I certify that all of the information provided herein is true and 
accurate, to the best of my knowledge. I understand that the discovery of deliberately 
misrepresented information contained herein may constitute grounds for contract termination and 
removal from the vendor pool. 

 

TABLE OF CONTENTS 
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RISK ASSESSMENT ...................................................................................................... 3 
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GENERAL INSTRUCTIONS 
Vendors must use the template set out herein for submission of their response to a TOPS Request Form. 
Modifications to the format of this template (e.g., altering font size, altering font type, adding colors, 
adding pictures etc) will cause your response to be rejected. 

Please list your experience in the following Categories: Project Approach, Risk Assesement, and 
Experience/Qualifications.  

PROJECT APPROACH 
Provide a concise and detailed summary of your approach to delivering the services described in the 
TOPS Request Form. The summary must demonstrate your understanding of how to successfully 
complete the work in a way that meets the State’s needs.  

Project Approach cannot exceed one page. 
 
RISK ASSESSMENT 
Itemize potential controllable and non-controllable risks associated with providing the services 
described in the TOPS Request Form and concisely describe how you will mitigate each risk. 

Risks cannot exceed one page. You may add/delete additional rows to identify additional risks 
and solutions, but do not exceed the page limit. Do not include any cost or marketing information.
 
EXPERIENCE/QUALIFICATIONS 
Describe your experience and qualifications specifically as they pertain to the services described in the 
TOPS Request Form. If applicable, please provide your responses to Special Expertise & Experience, 
and Special Considerations or Constraints areas. Your response may include prior experience, 
engagements, and/or past performances relative to the department needs and/or requirements as they 
pertain to the TOPS Request Form in these sections. 

Experience/Qualifications cannot exceed two pages. 
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PROJECT APPROACH 
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:       SCORE:  10 5 0 

We are proposing a senior Cisco WAN and LAN engineer with a master’s degree and over 15 years of 
experience in Cisco technology, infrastructure, systems and software.  This proposed resource has over 
five years of experience with State of Alaska agencies managing similar or identical infrastructure, 
systems, servers, storage, routers, switches and software as in use at TSAIA.  The resource is 
thoroughly familiar with airport: requirements, security, procedures and applications and has passed all 
security requirements to work at TSAIA. 
 
Our organization’s strong technical expertise with the technologies used by the TSAIA will assure that 
our proposed resource can leverage our other engineers and vendor relationships as an asset to the 
TSAIA. We have a number of trained and certified engineers with Cisco, NetApp, Microsoft, VMware and 
Citrix experience.  We also have formal partnerships with each of those vendors wherein we can avail 
ourselves of special or internal resources.  This allows us to provide additional, effective resources to 
assist your staff and our proposed resource as needed.  
 
Our firm is familiar with most State of Alaska agencies, including TSAIA and understands many of the 
systems, practices, procedures and constraints as well as the unique security required by both TSAIA 
and the State. 
 
Our proposed resource will utilize vendor best practices and careful processing, testing and change 
control for all proposed changes to the TSAIA infrastructure that might impact users or systems.   
 
When issued a task our senior engineers ensure there is a clear scope.  Then they typically interview 
stakeholders, identify pros and cons, propose a fundamental approach and then list and get approval for 
all requirements.  The requirements lead to an implementation project plan with clear definitions for 
testing, notification, implementation and backout processes.  Acceptance at each stage is part of the 
implementation plan and training/mentoring and documentation are included where requested or needed. 
 
As a matter of good project management process we will deliver bi-monthly status reports that specify 
time  spent, budget remaining and will note any newly identified issues, projects or risks.  In addition our 
resource will utilize or fill out any required TSAIA workflow documentation or project tracking.  Finally we 
would be glad to include scheduled status meetings with our firm’s Point of Contact to ensure projects 
are running smoothly, any risks/changes are being identified and objectives are being accomplished. 
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RISK ASSESSMENT 
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:       SCORE:  10 5 0 

 
RISK: Implementations, changes or upgrades might cause unexpected results or outages. 
DESCRIPTION: Even the best planned and tested upgrade or change may fail.  
SOLUTION: Execute the “back out” procedure and examine the root cause(s).  Ensure those causes are 
documented and included in future analysis of risks. 
 
RISK: Implementations, changes or upgrades do not meet TSAIA expectations. 
DESCRIPTION: Deliverables can meet general goals but miss subtleties or desired features.  
SOLUTION: Frequent informal communication coupled with status meetings and status reports will 
minimize the possibility of this occurring. Further, the proposed resource can address questions with the 
key users/managers and not make decisions without proper consultation with the stakeholders/TSAIA. 
 
RISK: Modification to systems can lead to the discovery of core system improvements. 
DESCRIPTION: During exploration associated with system upgrades or changes, foundational 
improvements can be uncovered that increase the scope of the original task  but may be justified as a 
more desirable solution.  
SOLUTION: Notify TSAIA staff and clearly present original and alternate solutions, exposing the risks 
and benefits of both methods. 
 
RISK: Customer may not have sufficient time available to test changes or upgrades. 
DESCRIPTION: TSAIA users or staff may not have sufficient time to test the change or upgrade that 
could result in an outage or an unstable environment. 
SOLUTION:  Our resource will work with the TSAIA team to carefully test the changes and upgrades.  
They will also ensure a “backout” plan is available wherever possible. This should reduce the load on 
TSAIA staff and result in minimal dissatisfaction with the change or upgrade. 
 
RISK: Documentation of updates, changes or new installations are incomplete. 
DESCRIPTION: Many upgrades, changes or implementations depend on outside systems or software 
that may not be properly documented, causing additional experimentation and investigation. 
SOLUTION: Reducing this risk is possible by coordinating with the vendors or owners of the external 
systems directly and using institutional knowledge of those systems to ensure completion of system 
documentation. 
 
RISK: TSAIA users or staff do not have time to participate in planning for changes and upgrades or to 
answer key questions of how such changes might impact them. 
DESCRIPTION: Often stakeholders are busy, unavailable or out of contact. 
SOLUTION: Identifying needed information or potential issues can be brought to TSAIA IT 
Management’s attention. 
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EXPERIENCE/QUALIFICATIONS 
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:       SCORE:  10 5 0 

Our firm and our proposed resource to fill the Lead WAN_LAN Technician role are familiar with the Ted 
Stevens Anchorage International Airport (TSAIA) infrastructure, personnel, practices, workflows, 
procedures, applications and personnel and understand the specific needs of TSAIA.   Our firm has 
worked for over 12 years providing Cisco oriented WAN/LAN services as well as other infrastructure 
services (Windows Active Directory, Microsoft SQL and SharePoint, VMware, NetApp, Citrix 
XenDesktop) to state agencies including the TSAIA.   
 
David Pasurishvili 
David is currently working on a project for TSAIA and is familiar with the infrastructure, applications and 
procedures to TSAIA and has also passed all TSAIA security requirements. The resource has 
successfully completed a fingerprint based criminal history records check and a Security Threat 
Assessment, per Transportation Security Administration  regulations (49 CFR part 1542.209 and SO 
1542-04-08G).  In addition, David will qualify and meet the Alaska Public Safety Information Network 
(APSIN) certification requirements and successfully clear the APSIN fingerprint based criminal history 
records background check.  David is clear for Customs as outlined in 19 CFR 122.181.188, and has 
obtained an Airport  badge. He is fluent in written and spoken English language.  
 
David has deep technical knowledge and experience with a broad range of Cisco routing and switching 
protocols including MPLS. He knows and implements Cisco best practices for security, redundancy and 
failover technologies on a daily basis.  He has the knowledge and ability to plan, design, operate, 
monitor, secure, tune and troubleshoot enterprise Cisco WAN and LAN devices used at the TSAIA 
including core 6XXX and Nexus routers, switches and wireless access points.  More importantly he has 
extensive implementation and maintenance experience with equipment, infrastructure and systems 
similar to those in use at TSAIA. 
 
David is also able to plan for or integrate as needed services such as teleconference, telepresence, VoIP 
and other technologies generally used in airport services. 
 
David has worked as a LAN/WAN lead for the past 5 years for several state agencies with similar or 
identical environments to TSAIA.   Both of those environments included: Windows Servers (2008R2);  
Microsoft Active Directory and LDAP; multiple NetApp Filers using snapshots, mirroring/replication and 
disaster recovery; VMware; and desktops and laptops with Office and other applications.  One of those 
environments also included Citrix XenDesktop, Cisco and NetApp FlexPods and XenMobile, McAfee 
anti-virus servers and Citrix Branch Repeaters and NetScalers. 
 
David has over 15 years professional experience in LAN-WAN networking, holds industry standard 
certifications and has experience and training in storage (NetApp), virtualization (VMware) and a broad 
range of exposure to UNIX (Solaris, Linux, FreeBSD), Cisco IOS, and Microsoft Windows which makes 
him a well-rounded, knowledgeable engineer.   
 
David has network security design and implementation experience in software and protocols to include 
(but not limited to) STP, VTP, MPLS, routing protocols (RIP/OSPF/IS-IS/EIGRP/BGP) and 
HSRP/VRRP/GLBP.  Other security emphasis included is his experience with firewalls (ASA/PIX, 
Iptables, IPFW), HTTP, FTP, DNS, RADIUS, VPN, SMTP, Proxy(Squid/Bluecoat), SIP(Asterisk), NFS, 
and Samba.  His security monitoring and management has been focused on Nagios, Rrdtool, Cacti, 
MRTG, Solarwind, SNMP, and Syslog.  He has hands-on database and scripting language experience 
with the following technologies: Perl, Shell, awk, PHP, HTML, ANSI SQL, RDBMS: MySQL, PostgreSQL. 
 
Our proposed resource has worked with: 

• Cisco PIX, ASA 5505, 5510 Firewalls 
• Cisco 800, 2500, 2600, 2800 and 6XXX series routers 
• Cisco 2950, 3550, 3560, 3750, 6513 and Nexus switches 
• Wireless Access Points from Cisco and Avaya 
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• Zelax(E1/Ethernet) multiplexors 
• Bluecoat-SG510 
• VMware Infrastructure 3.5 / vSphere 4.0, 4.1 and VMware ESX & ESXi 
• Microsoft Windows: Active Directory; Server Systems 2000, 2003, 2008R2; IIS; DNS; File & Print 

Services; WSUS; desktop operating systems (most) and Office.  
 
Our proposed resource’s formal education and certificates include: 

• Master's degree with Honors in Physics (Tbilisi State University) 
• Cisco CCNP, 2010 
• Cisco CCNA, 2010 
• Cisco CCDA, 2011 
• Cisco CCIE, 2011 (written) 
• May  2011 Cisco Foundation Express  
• May  2010 NetApp Fundamentals  
• Dec  2009 VMware VSphere IV Administering 
• Aug  2009 Administering Cisco UCM V5.0 and Unified Messaging 
• Dec  2006 Workshop HP Communications World.  
• May 2005 Motorola training PER640 S-SERIES FUNDAMETALSMar 2000 UNIX System 

Administration training 
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EXPERIENCE/QUALIFICATIONS (CONT.) 
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Describe your experience and qualifications as they pertain to the services described in the TOPS 
Request Form.  
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EVALUATOR NON-CONFLICT OF INTEREST STATEMENT 
 

 By checking this box, I certify that neither I,                                                                              , nor any 
member of my immediate family has a material personal or financial relationship with this vendor or to a 
direct competitor of this vendor.  I further certify that no other relationship, bias or ethical conflict exists 
which will prevent me from evaluating this response solely on its merits and in accordance with the 
evaluation criteria. 
 
Furthermore, I agree to notify the Task Order Manager if my personal or financial relationship with this 
vendor is altered at any time during the evaluation process.  If I am serving as the Procurement Officer of 
record I agree to advise my supervisor of any changes that could appear to represent a conflict of 
interest. 

 
EVALUATOR NOTES 

 
To be completed by requesting agency evaluator(s). 
 
Comments MUST be recorded for any section receiving a Best Value score of 10 or 0. Comments 
must be concise and objective and refer to or quote the portion of the response that led to the 
score. 

 

PROJECT APPROACH 
      

 

RISK ASSESSMENT 
      

 

EXPERIENCE/QUALIFICATIONS 
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COST PROPOSAL 
 
Cost proposal must include all costs required to perform the work as described, including but not limited 
to travel costs, labor, overhead, etc. BOTH HOURLY RATE AND EST # OF HOURS MUST BE 
COMPLETED FOR YOUR PROPOSAL TO BE RESPONSIVE. 
 
If additional unanticipated work is required after TO contract award, it shall be performed at the hourly 
rate quoted below. All proposed individual resources and subcontractors are subject to the approval of 
the TO Manager. Any change in individual resources or sub-contractors after award will require approval 
by the Agency Project Manager. 
 
To ensure the optimum use of public funds, the state will review cost reasonableness in the following 
manner: 

1. If any response has a cost proposal that is 50% or greater above or below the average cost of all 
responses, the state reserves the right to not consider that reponse. (Ex: Given an average cost of 
$10,000, responses with cost proposals $15,000 and higher or $5,000 and lower may be rejected.) 

2. BEST VALUE: If the highest ranked vendor’s cost proposal is 10% or more greater than the second 
highest ranked vendor’s cost proposal, the state reserves the right to make award to the second 
highest ranked vendor. 

3. LOW PRICE: Past Performance Information (PPI) shall be applied to your Total Cost as a 
percentage reduction equivalent to your current PPI score for evaluation purposes. (Ex: If your 
current PPI score is 5, your Total Cost will be reduced by 5% when comparing to other costs.) 

 
COST 

Hourly Rate  Est. # Hours  Total Cost 
$  101.77 2080 $211,681.60x  =  

 
ETS Fee ($300 + .5% of Total Cost)  1,358.41 $

Total TO Cost $ 213,040.01 
 
PROPOSED INDIVIDUAL RESOURCES 

David Pasurishvili             

                  

                  

                  
 
PROPOSE -CONTRACTORS D SUB

Name Description of Work 
% of Overall 

Work 
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