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Active Directory (AD) is an implementation of LDAP directory services by Microsoft for use in Windows environments. Active Directory allows administrators to assign enterprise wide policies, deploy programs to many computers, and apply critical updates to an entire organization. An Active Directory stores information and settings relating to an organization in a central, organized, accessible database. Active Directory networks can vary from a small installation with a few hundred objects, to a large installation with millions of objects.

AD – Active Directory

AKPAY - Alaska Statewide Payroll System
Authentication - (Greek: αυθεντικός, from 'authentes'='author') is the act of establishing or confirming something (or someone) as authentic, that is, that claims made by or about the thing are true. Authentication of an object may mean confirming its provenance. Authentication of a person often consists of verifying their identity.  In computer security, authentication is the process of attempting to verify the identity of the sender of a communication such as a request to log in. The sender being authenticated may be a person using a computer, a computer itself or a computer program.  Single Authentication is the concept of a user verifying their identity once in order to gain authorization for all of the resources that they need to perform their job.

Authorization - In security engineering and computer security, authorization, is a part of the operating system that protects computer resources by only allowing those resources to be used by resource consumers that have been granted authority to use them. Resources include individual files or items data, computer programs, computer devices and functionality provided by computer applications. Examples of consumers are computer users, computer programs and other devices on the computer.

BES – BlackBerry Enterprise Server or BlackBerry Server Software
Blackberry ® - is a name used for a series of mobile wireless devices that provide access to a range of applications. 
Collaborative software, also known as groupware, is application software that integrates work on a single project by several concurrent users at separated workstations
DNS – Domain Name System or Domain Name Server

Domain Name System or Domain Name Server (DNS) is a system that stores information associated with domain names in a Distributed Database on networks, such as the Internet. The domain name system (Domain Name Server) associates many types of information with domain names, but most importantly, it provides the IP address associated with the domain name. It also lists mail exchange servers accepting e-mail for each domain. In providing a worldwide keyword-based redirection service, DNS is an essential component of contemporary Internet use.
EA – Enterprise Agreement between Microsoft and the State of Alaska

Electronic mail - abbreviated e-mail or email, is a method of composing, sending, and receiving messages over electronic communication systems. The term e-mail applies both to the Internet e-mail system based on the Simple Mail Transfer Protocol (SMTP) and to intranet systems allowing users within one company or organization to send messages to each other. Often these workgroup collaboration systems natively use non-standard protocols but have some form of gateway to allow them to send and receive Internet e-mail. Some organizations may use the Internet protocols for internal e-mail service.

email – Electronic mail

e-mail – Electronic mail

E-mail protocols - E-mail messages are generally sent to an e-mail server that stores received messages in the recipient's e-mail mailbox. The user later retrieves these messages with either a web browser or an e-mail client that uses one of a number of e-mail retrieval protocols. While some clients and servers preferentially use vendor specific, typically proprietary protocols, most support the Internet standard protocols SMTP for sending e-mail and POP3 and IMAP4 for retrieving e-mail, allowing interoperability with other servers and clients. For example, Microsoft's Outlook client typically uses a proprietary protocol to communicate with an Exchange server as does IBM's Notes client when communicating with a Domino server, but all of these products also support SMTP, POP3, and IMAP4. Support for the Internet standard protocols allows many other e-mail clients such as Qualcomm's Eudora or Mozilla Thunderbird to access these servers and similarly allows the clients to be used with other servers.  E-mail clients can generally be configured to use either POP3 or IMAP4 to retrieve e-mail and in both cases use SMTP for sending. Most e-mail programs can also use LDAP for directory services.

ETS – Enterprise Technology Services

File and print services – Two common network services that are provided by the Network Operating System.
HTTP – HyperText Transfer Protocol

HTTPS - is not, strictly, a separate protocol, as the data is still transferred using HTTP; however, instead of using plain text socket communication, the session data is encrypted using a version of the Secure Socket Layer (SSL) or Transport Layer Security (TLS) protocols, thus ensuring reasonable protection from eavesdroppers and man in the middle attacks. The default TCP port of an https: URI is 443 (for unsecured HTTP, the default is 80).

HyperText Transfer Protocol (HTTP) is the method used to transfer or convey information on the World Wide Web. The original purpose was to provide a way to publish and receive HTML pages.
IM – Instant Messaging

IMAP – Internet Message Access Protocol

Instant messaging (IM) - is the act of instantly communicating between two or more people over a network such as the Internet.  Instant messaging requires the use of a client program that hooks up an instant messaging service and differs from e-mail in that conversations are then able to happen in real-time.
Internet Message Access Protocol - The Internet Message Access Protocol (commonly known as IMAP4, and previously called Internet Mail Access Protocol) is an application layer Internet protocol that allows a local client to access e-mail on a remote server. The current version, IMAP version 4 revision 1 (IMAP4rev1), is defined by RFC 3501. IMAP4 and POP3 (Post Office Protocol version 3) are the two most prevalent Internet standard protocols for e-mail retrieval. Virtually all modern e-mail clients and servers support both.

LDAP – Lightweight Directory Access Protocol

Lightweight Directory Access Protocol (LDAP) is a networking protocol for querying and modifying directory services running over TCP/IP. An LDAP directory usually follows the X.500 model: It is a tree of entries, each of which consists of a set of named attributes with values. While some services use a more complicated "forest" model, the vast majority use a simple starting point for their database organization. An LDAP directory often reflects various political, geographic, and/or organizational boundaries, depending on the model chosen. LDAP deployments today tend to use Domain Name System (DNS) names for structuring the most simple levels of the hierarchy. Further into the directory might appear entries representing people, organizational units, printers, documents, groups of people or anything else which represents a given tree entry, or multiple entries. Its current version is LDAPv3, as defined in RFC 3377.

Live Meeting is a hosted Web conferencing service that enables users to communicate and collaborate with anyone, anywhere using just a PC and an Internet connection.  Live Meeting competes in the market with products like WebEx and provides reliability and usability enhancements over Microsoft NetMeeting.     
Microsoft Exchange Server is a messaging and collaborative software product developed by Microsoft. It is a part of their Windows Server System line of server products. The use of Microsoft Exchange is very widespread in large corporations using Microsoft infrastructure solutions. Among other things, Microsoft Exchange manages electronic mail, shared calendars and tasks, provides full support for mobile and web-based access to information, and can support very large amounts of data storage.

NetWare - is a network operating system developed by Novell, Inc. It initially used cooperative multitasking to run various services on a PC, and the network protocols were based on the archetypal Xerox XNS stack. Today NetWare supports TCP/IP as well as IPX/SPX. NetWare was one of a series of XNS-based systems, which also included Banyan VINES and Ungerman-Bass Net/One. Unlike these products, and XNS itself, NetWare established a strong presence in the market in the early 1990s, and managed to barely survive the onslaught of Microsoft's Windows NT which killed off the other players.

Network operating system (NOS): Software that (a) controls a network and its message (e.g. packet) traffic and queues, (b) controls access by multiple users to network resources such as files, and (c) provides for certain administrative functions, including security.  A NOS is not the same as the networking tools provided by some existing OS's, Windows XP for instance. An NOS is an OS that has been specifically written to keep networks running at optimal performance.

NOS – Network operating system

GroupWise is a collaborative software product from Novell, Inc. offering e-mail, calendaring, instant messaging and document management. It can operate on a number of server and workstation platforms. Server platforms include NetWare, Linux, and Windows, while the client software can run on Windows, Linux and Mac OS X. GroupWise WebAccess provides users with access to the same functionality from a Web browser. Special modules called gateways support standard Internet protocols such as POP3, IMAP and SMTP, as well as connecting a GroupWise system to other messaging systems such as Microsoft Exchange Server and Lotus Notes.

Outlook - is a personal information manager from Microsoft, and is part of the Microsoft Office suite.  Although often used mainly as an e-mail application, it also provides calendar, task and contact management, Note taking and Journal ability.

Outlook Web Access (OWA) - is a webmail service of Microsoft Exchange Server.  OWA is used to access e-mail, calendars, contacts, tasks and other mailbox contents while on the go. Microsoft provides Outlook Web Access as part of Exchange Server to allow users to connect remotely via Web browsers. Most of the functionality in Microsoft Outlook is also available in this web "look-alike". The most important difference is that Microsoft Outlook lets you work with e-mail, calendars etc. even when you don't have a network connection, while OWA requires a network connection to function.
OWA – Outlook Web Access

POP – Post Office Protocol

Post Office Protocol - In computing, local e-mail clients use the Post Office Protocol version 3 (POP3), an application-layer Internet standard protocol, to retrieve e-mail from a remote server over a TCP/IP connection. Nearly all subscribers to individual Internet service provider e-mail accounts access their e-mail with client software that uses POP3.

Remote procedure call (RPC) - is a protocol that allows a computer program running on one computer to cause a subroutine on another computer to be executed without the programmer explicitly coding the details for this interaction. When the software in question is written using object-oriented principles, RPC may be referred to as remote invocation or remote method invocation.

RPC – Remote procedure call

Simple Mail Transfer Protocol (SMTP) is the de facto standard for e-mail transmission across the Internet. Formally SMTP is defined in RFC 821 (STD 10) as amended by RFC 1123 (STD 3) chapter 5. The protocol used today is also known as ESMTP and defined in RFC 2821.

SLA – Service Level Agreements

SMTP – Simple Mail Transfer Protocol

TAG – Technology Advisory Group

Technology Advisory Group – One of the Governance groups formed to oversee the Directory and Exchange Project.  The Technology Advisory Group (TAG) is made up of one representative from each department plus an ETS representative.  The TAG will form and assign tasks to various work groups as needed.

UM – Unified Messaging

Unified Messaging (UM) is the integration of different streams of messages (email, Fax, voice, video, etc.) into a single in-box, accessible from a variety of different devices. It differs from simple multimedia email in that UM systems typically try to integrate telephone-based voicemail as well, and to make the UM mailbox accessible from a conventional or cellular phone.

Windows Server 2003 - is the name of Microsoft's line of server operating systems. It was introduced in April 2003 as the successor to Windows 2000 Server, and is considered by Microsoft to be the cornerstone of their Windows Server System line of business server products.
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