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[bookmark: _Toc313454823]General Instructions
Vendors must use the template set out herein for submission of their response to a TOPS Request Form, including 10-point Arial font. Modifications to the format of this template (e.g., altering font size, altering font type, adding colors, adding pictures etc) will result in the rejection of your response.
Other than as requested on this page, your response must be “cleansed” of any identifying names or information. Do not list any names/information in Project Approach, Risk Assesement, or Experience/Qualifications that can be used to identify your firm. The inclusion of identifying information may result in your response being rejected.
[bookmark: _Toc313454824]Project Approach
Provide a concise and detailed summary of your approach to delivering the services described in the TOPS Request Form. The summary must demonstrate your understanding of how to successfully complete the work in a way that meets the state’s needs. 
	Project Approach cannot exceed one page.


[bookmark: _Toc313454825]
Risk ASSESSMENT
Itemize potential controllable and non-controllable risks associated with providing the services described in the TOPS Request Form and concisely describe how you will mitigate each risk.
	Risks cannot exceed one page. You may add/delete additional rows to identify additional risks and solutions, but do not exceed the page limit. Do not include any cost or marketing information.


[bookmark: _Toc313454826]
EXPERIENCE/QUALIFICATIONS
Describe your experience and qualifications specifically as they pertain to the services described in the TOPS. Do not include names or information that can be used to identify your firm or the proposed resource(s).
	Experience/Qualifications cannot exceed two pages.


[bookmark: _Toc324771467]
PROJECT APPROACH
[bookmark: EVALNAME]BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10  |_|5  |_|0
	The Alaska Division of Motor Vehicles (DMV) wants focused technical services with professional guidance for installation, configuration, documentation, maintenance and monitoring of rack dense servers and storage to meet business objectives and operational, legal, uptime and divisional needs as they evolve.   

We will provide primary and secondary lead technicians that are part of a five person team that is highly trained, experienced and certified.  Our primary lead technician is very experienced in architecting and maintaining enterprise software, servers and storage in State of Alaska (SOA) mission critical environments that have similar requirements to DMV.  Our secondary lead technician is very experienced with: server, desktop and user support and will provide preventive maintenance, monitoring, performance reviews, monitoring, end-user support and first level trouble shooting.  Other team members will be called upon as needed.  One team member is an expert with the SOA active directory environment and security (he led the AD migration for many departments).  One team member is an expert in routing, switching and VoIP.  And the final team member is an expert in VMware and Citrix desktops.  All members of the team are experts in various Microsoft operating systems and technologies as well as servers and associated infrastructure and four of them are also experts with virtualization and SAN/NAS storage.   

Our team members will be able to call on deep specialists at vendors with whom we partner such as: Microsoft, VMware, IBM, HP, Dell and Citrix. DMV will work primarily with two team members but can draw from any of our other 22 Anchorage based technicians.   

To offer additional services we can, optionally and for a monthly fee, provide 24x7 monitoring, alarming and reporting (if security allows).  Additionally you may use our help desk facilities to provide a fast response in case our lead technicians can’t be reached immediately.  For off-hour emergencies you will be able to leave a call with an after-hours number.  While we don’t guarantee it, we have an excellent record of being able to successfully respond after hours.  

Initially we will: confirm the scope of the coverage and tasks, ensure we have a formal communications methodology and review your existing inventory, issues and plans.  We would be glad to provide an initial infrastructure review covering: maintainability, reliability, performance and industry best practices.  Such a performance review would provide an “x-ray” your physical servers/blades, VMs, Windows operating systems, storage and (to a certain extent) databases and the interactions between them  

We will meet each of the required tasks in the TOPS request.  For the tasks involving “enhancing DMV infrastructure” and “consulting on new configiurations and solutions” our team members are extraordinarly experienced and have worked in similar roles for many SOA departments and enterprise organizations.  

We will maintain a simple, prioritized list of projects or things to be worked on with your technicians. 

We suggest that a quick teleconference/meeting be scheduled every week to review: priorities, work in progress and check on how things are going.   

We can also assist in implementing: industry best practices, change control, documentation and provide guidance and mentoring to DMV staff in anticipation of this task order ending.  We will utilize existing (or assist in implementing additional) change control and test/dev/production procedures as directed.

All personnel will meet security and background checks.  Most of the proposed team members have existing security clearances for Public Safety, ETS and Homeland Security (airports).

We will document (with your permission) any changes including hardware, software, operational procedures and implementation steps.  We will also log our time and tasks on a daily basis.




[bookmark: _Toc324771468]RISK ASSESSMENT
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10  |_|5  |_|0
	RISK: DMV staff doesn’t have deep experience in some technology areas in use.
This can be mitigated with mentoring and documentation as we proceed.  We can also have DMV staff pick useful topics and schedule specific mentoring sessions.  Knowledge transfer can occur formally or it can occur informally if DMV staff work wish to work side-by-side with our lead technicians.

RISK: Contractor lead technicians aren’t available.
There is a risk whenever a key resource may not be available due to sickness or other causes.  This can be mitigated by having several team members familiar with your environment and available to fill in on short notice.
 
RISK: Turnover of DMV or contractor staff.
DMV and contractor staff will naturally have turnover.  New IT staff members will likely not have knowledge of existing services and infrastructure.   Each contractor team member will have a backup.  Contractor will refine or add-on to existing documentation of both hardware/software and procedures and update it frequently.  This will minimize fumbling around when new staff come on board.

RISK: Sensitive material is inadvertently exposed.
Four of the five proposed team members, including the primary lead technician, have passed the most stringent state of Alaska security background checks and are cleared to work at locations such as Public Safety, Homeland Security, ETS Data Centers and several federal law enforcement agencies.  This ensures sensitivity to good security practices.

RISK: USD not consistently used.
If requested we will enter all work requests and priorities into a USD.

RISK: Availability of DMV resources.
We will identify expectations for all team members and regularly review schedules, tasks and deliverables.  If required DMV resources are not available, the primary lead will advise and consult on options to address any issues.

RISK: Changes outside the scope of our work to systems, infrastructure or personnel cause delays.
We will document our work and encourage use of a change management process with DMV oversight.

RISK: Insufficient DMV resources to test all infrastructure changes.
We will be proactive to ensure good communication to our POC, DMV Managers and users where appropriate.  We will utilize backup and back out procedures vigorously and test and go through change control procedures when possible or offered.

RISK: Deadlines are not met.
We will maintain vigorous informal and formal communications as noted in the task order requirements and can provide additional technicians if peak loading occurs.
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EXPERIENCE/QUALIFICATIONS
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10  |_|5  |_|0
	We have provided information technology assessments, requirements analysis, engineered infrastructure designs, structured network installations and IT staff augmentation to hundreds of organizations and dozens of state agencies throughout Alaska for over 20 years.  

We have extensive experience with most SOA IT infrastructure and have assisted the vast majority of SOA agencies for over 15 years by providing: network designs; installations; performance tuning; support; maintenance; storage, backup solutions; server, SQL and storage clustering; disaster recovery and security.  

We’ve worked closely with ETS, Public Safety, Administration, Corrections, Labor, CCED, H&SS, Education, Law, Revenue, DNR, SSO, PFC, Fish & Game, DOT/PF, the Governor’s office, the Court System and the Legislature.  More importantly we understand their environments, security needs, infrastructure choices, change control procedures and applications.  The vast majority of our technicians utilize systems similar to those at SOA agencies: Windows servers, SQL, blade servers, SAN/NAS storage, VMware and Cisco switching, routing and VOIP systems.

In addition to IT infrastructure support we have assisted many SOA agencies with:
1. Database designs, tuning, trouble-shooting and architecting for SQL databases and SharePoint farms.
2. Active directory designs for multi-site, secure Windows server environments.
3. Test, development and production environments with change control.
Our proposed primary lead technician has 19 years of computer, network engineering and development experience as well as extensive design and architectural background with SQL and SharePoint.  He also knows BizTalk, Project Server, Team Foundation Server, VMware, NAS/SAN storage and Windows intimately.  He has provided expert consulting and data base administration for SQL versions from 2000 to 2012 and for all versions of SharePoint.  He has designed, installed and worked on core Windows, SharePoint and SQL architectures, web environments and environments for numerous organizations including Public Safety, Revenue, Education and Labor.  His training and education includes: 
SQL Server Administration, Microsoft Certified Database Administrator (MCDBA), Microsoft Certified SharePoint Administrator, Microsoft Certified Professional (MCP), NetApp NCDA, CompTIA Network and bootcamps for: Microsoft Office, SharePoint Server Portal architecture, Enterprise Content Management, and Enterprise Search solutions.

Our proposed secondary lead technician has five years of network, server, LAN design, administration and installation.  He has extensive experience with: Windows 2000 through 2008, most desktop operating systems and applications, firewalls, DNS/DHCP services, wireless, update and change control procedures and server and desktop/printer hardware.  He has numerous vendor certifications, a Microsoft MCP and comptia A+.

Our Active Directory specialist has over 25 years professional experience in LAN-WAN networking and holds many certifications which include Microsoft, WatchGuard Security, VMware, NetApp and IBM AS400 Advanced operations.  He spent three years assisting various State agencies to convert to the new Active Directory structure.   This invaluable experience with multi-site Active Directory, security and application and operating system conversions is priceless.  His professional competence is widely recognized: he is assigned the design and lead of complex, mixed network upgrade and design projects. He has numerous Microsoft, IBM mid-tier, firewall, VMware, Novell, NetApp and physical plant wiring certifications.

Our switching, routing, Cisco VoIP, Cisco blade, FlexPod, storage and server team member has 9 years of IT infrastructure experience.  He has worked for Public Safety, is familiar with TraCS, and has the following certifications: Cisco CCNP, Cisco CCIP, Cisco CCNA, Cisco CCNA: Security, Cisco CCENT, Cisco CCDA, VMware VCP, ASE - HP ProCurve Campus LANs, AIS - HP ProCurve Networking, Microsoft MCTS: Windows 7, Microsoft MCSE 2003, Microsoft MCSA 2003, Microsoft MCP, NetApp NCDA, CompTIA Security+, CompTIA Server+, CompTIA Network+, CompTIA A+ and  CompTIA CIW Associate.

Our VMware and Citrix team member has 11 years of enterprise infrastructure support experience.  He has managed Alyeska Pipeline’s infrastructure (Windows Server, NetApp, VMware, Cisco Nexus/Catalyst/UCS, Citrix, SQL, Oracle and Exchange), managed Denali Alaska Pipeline’s infrastructure (Windows Server, VMware, Cisco, NetApp) and has worked for SAIC and NANA in enterprise technology senior support roles. He has certifications in ITIL Foundations, Citrix CCA for XenApp 6, VMware, NetApp NCDA and Cisco CCNA.

We believe that the combination of two enterprise oriented team members with rapid access to and backup by additional specialists will provide both wide and deep coverage.  Our detailed knowledge of and experience with similar hardware, software, infrastructure and systems as used by DMV will offer consistent, mature technical advice on best practices, tempered by real-world experience.  
Many organizations assume that solutions such as Microsoft Active Directory, SQL, SharePoint, server and desktop virtualization and storage consolidation are “vanilla” technologies that do not require substantial expertise to implement correctly. Often this leads to deployments that do not work as advertised or projects that exceed their budget or perform poorly. We specialize in multiple site implementations and best practices for key Microsoft products.  Our frequency of engagements and wide variety of Alaskan IT experience will allow DMV to benefit from our expertise.  Below are some projects we have worked on:
National Marine Fisheries (NOAA) needed to provide high speed storage and disaster recovery for their Oracle and SQL databases and repositories of North Pacific management data.  We provided SANs in four locations that replicate key data to one another and provide high speed storage and snapshots for immediate retrieval of backup data.
The State of Alaska Enterprise Technology Services needed help converting 20 departments and 15,000 users to a statewide Microsoft Active Directory.  We were awarded a multi-year contract to provide expert design and migration services.
The State Department of Public Safety needed to standardize and upgrade dozens of Windows servers, many running critical SQL applications while maintaining AFIPS and CJIS security.  We provided design guidance and execution help.  We also assisted with server virtualization, storage consolidation, disaster recovery, SQL clustering and deployment of a SharePoint farm.
GCI needed to consolidate dozens of servers to save maintenance and operating costs.  We provided dense blade servers running VMware hosting web servers attached to a SAN
Department of Natural Resources wanted a migration plan and proof of concept for the virtualization of up to 30 Windows and UNIX servers.  We provided this as well as hands-on-mentoring and integration with DNR’s SAN.
Norton Sound Health Corporation needed to lower costs, provide disaster recovery and increase performance.  We virtualized production servers, installed redundant SANS (one in a DR site with hot standby servers), and front-ended applications with a Term Server-Citrix portal.
The Arc of Anchorage was inundated with desktop support issues and an unreliable network infrastructure. We helped Arc replace desktops with inexpensive and easy to maintain thin clients and consolidated the network infrastructure to virtual servers with data on a storage appliance.




EVALUATOR NON-CONFLICT OF INTEREST STATEMENT

|_| By checking this box, I certify that neither I,      , nor any member of my immediate family has a material personal or financial relationship with this vendor or to a direct competitor of this vendor.  I further certify that no other relationship, bias or ethical conflict exists which will prevent me from evaluating this response solely on its merits and in accordance with the evaluation criteria.

Furthermore, I agree to notify the Task Order Manager if my personal or financial relationship with this vendor is altered at any time during the evaluation process.  If I am serving as the Procurement Officer of record I agree to advise my supervisor of any changes that could appear to represent a conflict of interest.
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