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[bookmark: _Toc313454823]General Instructions
Vendors must use the templateset out herein for submission of their response to a TOPSRequest Form, including 10-point Arial font. Modifications to the format of this template (e.g., altering font size, altering font type, adding colors, adding pictures etc) will result in the rejection of your response.
Other than as requested on this page, your response must be “cleansed” of any identifying names or information. Do not list any names/information in Project Approach, Risk Assesement, or Experience/Qualifications that can be used to identify your firm. The inclusion of identifying information may result in your response being rejected.
[bookmark: _Toc313454824]Project Approach
Providea concise and detailed summary of your approach to delivering the services described in the TOPS Request Form. Thesummarymust demonstrate yourunderstanding of how to successfully complete the workin a way that meets the state’s needs. 
	Project Approach cannot exceed one page.


[bookmark: _Toc313454825]
Risk ASSESSMENT
Itemize potential controllableand non-controllablerisks associated with providing the services described in the TOPS Request Form and concisely describe how you will mitigate each risk.
	Risks cannot exceed one page. You may add/delete additional rows to identify additional risks and solutions, but do not exceed the page limit. Do not include any cost or marketing information.


[bookmark: _Toc313454826]
EXPERIENCE/QUALIFICATIONS
Describe your experience and qualifications specifically as they pertain to the services described in the TOPS. Do not include names or information that can be used to identify your firm or the proposed resource(s).
	Experience/Qualifications cannot exceed two pages.


[bookmark: _Toc321385716]
PROJECT APPROACH
[bookmark: EVALNAME]BEST VALUE PROCESS ONLY:EVALUATOR NAME:      	SCORE:|_|10|_|5|_|0
	This task order requires a rewrite of an existing MS Access application to a web-based application which will be developed using the ASP.NET (VB or C#) and SQL Server (2005 or 2008) platform.Based on the information provided in the task order request form and Q&A document provided on 5/1/2012, it is our understanding that the web application will primarily be used by two types of users - a) Administration Staff accessing the web application using web-browsers such as Internet Explorer, Firefox, and Google Chrome, and b) Parking Enforcement Officers in the field via a mobile device (smartphone, tablet).  The web application, by using built-in ASP.NET framework classes and methods such as Request.UserAgent and Request.Browser.IsMobileDevice,will automatically detect the client type and direct the client to the appropriate aspx pages.   Although the mobile and web browser pages mayeach have different layouts, master pages, fonts, and CSS files,  the backend database objects will be common.  During the detail requirements gathering, it will be determined if the mobile users would ever need to use the Administration functionality in the field, in which case a Full Site mode may be allowed from the mobile device.  However, it is assumed that under most circumstances, the field users will access the mobile version of the web application while the Administration Staff will use the laptop or desktop version of the pages.  It is our assumption(which will be validated during detail requirements analysis) that the Administration Staff may not ever need to use a mobile version from their desks.Our team will follow a systematic and proven methodology that was recently used on a similar project and platform.  The approach that our team plans to take consists of the following tasks and schedule:

Phase I (Systems Analysis & Design - 35% of overall effort)

1) Preliminary analysis of blank MS Access tables, forms, queries, reports and VBA scripts (Completed)
2) Reverse engineer MS Access database and generate current Data Model in MS Visio with tables, columns, and relationships (Completed)
3) Request a development or test version of MS Access database with sample data (Upon TO Award)
4) Project kickoff meeting followed by3-4 on-site meetings in Juneauto gather input from the stakeholders (week of 5/14)
5) Generate draft Functional Requirements Document and a Detailed Design Document (week of 5/28)
6) Incorporate user feedback, refine requirementsbased on user input and finalize requirements (6/4)
7) Create logical DB design using MS Visio and a normalized Data Model with complete referential integrity (primary keys, foreign keys, database rules & validations) (week of 6/4)
8) Design web forms and mockup screens for both - Admin and Mobile users (week of 6/11)
9) Acceptance of Phase I Deliverables (6/15/2012)

Phase II (Iterative Agile Development - 65% of overall effort)

1) Rel. 1.0 (7/2/2012) Deployed on our development server consisting of the following Administration Functionality:
a) Maintain employees (add, edit, validate, search, and change status)
b) Maintain Vehicles (add, edit, validate, associate with employee,search)
c) Supervisor Functions such as Delete employees
2) Rel. 2.0 (7/16/2012) Deployed on our development server consisting of Enforcement Functionality ofMaintaining Incident Reports
3) Migrate test MS Access data to State test SQL Server DB
4) Incorporate feedback from user and deploy Rel 1.X on State test server (7/23/2012)
5) Incorporate feedback from user testing and deploy Rel 2.X on the State test server (7/30/2012)
6) Rel. 3.0 (7/30/2012) Deployed on our development server consisting of Billing, True-up, and On-line Reports Functionality
7) Incorporate feedback from user testing and deploy Rel. 3.X on the State test server (8/6/2012)
8) Integration and System testing by users of all functionality deployed on the State server (8/6 onwards)
9) Production Rel. 1.0 (8/20/2012)
10) Acceptance of Phase II deliverables (8/31/2012)followed by 90 days free warranty for fixing bugs



[bookmark: _Toc321385717]RISK ASSESSMENT
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10  |_|5  |_|0
	Controllable Risks

1) Security - Vulnerabilities such as unauthorized access, SQL Server injection and Denial of Service attacks exist.

Risk Mitigation - It is our assumption that the web application will be hosted on IIS web server residing in a DMZ allowing web traffic.  The web application will interface with the SQL Server DB residing behind the firewall allowing DB traffic only from authenticated users on the web server.  Using Stored Procedures instead of in-line dynamic SQL can not only mitigate SQL Server Injection attacks but can also provide performance benefits.   We assume the State has Intrusion Prevention and/or Detection Systems in-place that provide security outside the application that would mitigate Denial of Service attacks.  During requirements analysis phase, our team will also create a security model which will address functional level authentication as well as SQL Serversecurity based on logins, server roles, user-defined application roles, schemas, tables, and columns.  To avoid unauthorized access and protect privacy of employee and other sensitive data, we will work within the State's LDAP and SSL encryption standards to mitigate these risks.Data Encryption at the column level for confidential information may also be used, if necessary.

2) Database Contention - The Enforcement Functionality and the Administration functionality will be accessing the database on a real time basis possibly updating common tables concurrently causing database contention.

Risk Mitigation - Set SQL Server database Isolation level appropriately based on the requirements that will guarantee data and query integrity.  Additionally, design the tables and if necessary, provide a level of de-normalization to minimize contention between reporting and update transactions. 

3) Performance - The response time for the web application is slow.

Risk Mitigation - Our database design will normalize the database to 3NF reducing redundancy and integrity issues.  In addition, our tables will be indexed appropriately and testing phases would include running SQL Execution plans to optimize CPU, memory, I/O, and storage utilization.

4) User Acceptance and Transition - The users may have a learning curve when transitioning to a new system.

Risk Mitigation - Involve stakeholders during all phases of the project with an emphasis on requirements analysis, and testing phases.   Our team encourages testing feedback and timely fixing of bugs,as well as addressing change management so nothing falls through the cracks.Our team will work very closely with the State IT team during all phases, especially the design, code reviews, QA and testing phases so the technology transfer to the State is seamless and is included within the development process.


Non-controllable Risks

1) Connectivity - The ISP providing the connectivity for the mobile device may have downtime.

Risk Mitigation - We recommend a secondary ISP network such as a DSL line in addition to the primary high speed leased line.  Security appliances exist that will detect if primary ISP goes down and change the routing table to direct traffic to the DSL connection. 

2) Hardware Failure - The mobile device may stop functioning due to unforeseen circumstances unrelated to the functioning of web application.

Risk Mitigation - We recommend RAID 10 for transaction log, data, and index files.  In addition, depending on the criticality, high availability options such as server clustering, database mirroring, and data replication options can be utilized.

3) Performance - If the Permitting Database is running in a shared instance of SQL Server, another application may impact performance of this web application.   The database configuration options at the server or instance levels such as placement of log and data files, usage of filegroups,  allocated storage & growth options, and buffer size may affect performance.

Risk Mitigation - We recommend dedicated web and DB servers for this application or at a minimum a separate DB instance for this application.



[bookmark: _Toc321385718]
EXPERIENCE/QUALIFICATIONS
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:     	SCORE:  |_|10  |_|5  |_|0
	Company Experience/Qualifications

1) Our team has been working with Microsoft .NET platform since Beta release in 2001.   Additionally, our DB platform of choice is SQL Server which our senior staff has used since 1998 (SQL Server 7.0).  CAI has well qualified DB consultants and trainers that have used SQL Server 7.0, 2000, 2005, and 2008 for production systems and 2012 (Denali) recently in the development environments.

2) Our team has worked with both VB and C#.  Although our choice of language is C#, our team is equally well versed in VB.NET.

3) Our team has provided software solutions to various states around the U.S. 

4) We recently designed and developed a VB.NET and SQL Server 2005 web portal that has PowerBuilder Administration, Web Browser Administration, and Mobile interface for the end user with shopping cart and ecommerce functionality.

5) Our team has provided server installation and administration for a telecommunications company, including security configuration, FTP, LDAP, DHCP, routine backups, and RAID.

6) We have developed many .NET and SQL Server systems in the financial industry for both public and private sectors.

7) We have done automated reporting systems for one of the largest telecommunications companies in Alaska, as well as database design and data transfer, including providing weekly automated reports for administrators, and normalizing a previously existing database in Microsoft Access.   The project also required parsing incorrect data to meet required data fields.

8) We have staff with A+, Security+, MCSE, MCT, CCNA, CCNP (3/2012), Server+, NCCT, CPI certifications.  


Our Company's recent projects include:

2009-Current	ASP.NET, SQL Server 2005, VB, C# (ecommerce)

2010            Microsoft SharePoint 2007 (Federal Agency portal)

2008-2009	Windows C#.NET and SQL Server 2005 (Retail)

2004-2007	ASP.NET 2005, SQL Server 2005 (State Agency)

2003-2004	ASP.NET 2003, SQL Server 2000 (State Agency)

2003-2004	C#.NET 2003, SQL Server 2000 (State Agency)

2002-2004	Microsoft VB.NET Windows Application (State Agency)

2001-2002	Sybase Distributed PowerBuilder Application (State Agency)

2001	              Sybase Distributed PowerBuilder Application (State Agency)

1999-2000	Microsoft ASP/COM Web Application (State Agency)

1998-2000	Sybase Distributed PowerBuilder Application (State Agency)   


EXPERIENCE/QUALIFICATIONS (CONT.)

	Resource Experience/Qualifications

We are submitting 4 resources for this task order with the following experiences and qualifications:

Resource 'A' (Expert - 20% of Project Hours) 

'A' has more than twenty years’ experience in IT consulting and more than ten years of experience in managing small, medium, and large .NET and SQL Server projects.  'A' not only excels in gathering requirements with excellent communications skills but also during most of career has designed data models and databases for public and private sector clients.   For this task order 'A' will take a lead role in meeting with the stakeholders, developing requirements documents, and designing a data model for the SQL Server database that will support the new web-based application.  'A' will ensure QA and testing and act as the main liaison between the State Project Manager and our team.

Besides using MS Office applications such as Access, PowerPoint, Word, Excel, Visio, and Publisher, 'A' is an expert in the following skills - SQL Server, VB.NET, C#.NET, TSQL, Data Modeling, Systems Analysis & Design, Visual Studio, custom mobile and web applications design, and PowerBuilder. 

'A' has consulted for many State Agencies in the US and has a Master Degree in Information Systems.

Resource 'B' (Senior - 20% of Project Hours) 

'B' is a lead Programmer/Analyst, has more than fifteen years in the IT industry, and about six years’ experience working for US State Agencies.  'B''s primary skills are listed below:

Programming Languages:  C#, VB.NET, PowerBuilder 3-8, C, PL-SQL, TSQL, Fortran
Development Tools:  Visual Studio.NET 2005 /2003, Crystal Reports, and Info maker.
Other Technologies:  ASP.NET, Win Form, ASP, XML, Web Services, SOAP, COM, HTML, Java Script, DHTML, CSS, XSLT, UML, Object Oriented programming, PFC, Power Tool.
WEB SERVERS: IIS 4.0, IIS 5.0
Databases:  MS SQL Server, Sybase 11, Informix 7/9, Oracle, Access

'B' is Microsoft Certified Professional and has a Bachelor's Degree in Electronics Engineering.

Resource 'C' (Journeyman - 55% of Project Hours) 

'C' is a web developer, has been designing web sites and web applications for four years using the Microsoft .NET and SQL Server platform.  'C' has CompTIA A+, and CompTIA Security+ certifications and has been developing a large custom web and mobile based portal application for the last couple of years.  Besides being an excellent VB and C# programmer, 'C' is also very proficient in designing front end interface using CSS, Master pages, and HTML. 'C' will take a leading role in designing mock-up screens and web forms, and programming for the Permitting application.  "C's recent experience includes conversion of MS Access  DB to SQL Server for a large Telecommunications company.    

Resource 'D' (Expert - 5% of Project Hours)

'D' has almost fifteen years’ experience in the IT industry, including US Air force, and as a Microsoft Certified Trainer.  For this task order, 'D' will contribute to interfacing employee information from the State's Active Directory.  'D' maintains our IT infrastructure, including Server 2008 server roles.  'D's skills are summarized below:

 CERTIFICATIONS: MCSE (ID1287677), MCT, CCNA, CCNP (3/2012), A+, Network+, Server+, Security+, NCCT- CPI 
PROGRAMMING: Oracle, mySql, Sql, MS Access, PHP, JSP, VB, .NET, VBA, C++… 
NETWORKING: Information Assurance, IDS, IPS, Risk Analysis, Disaster Preparedness… 
MILITARY: Leadership, Organization, Public Speaking, Policy Development and Adherence… 
EDUCATOR: Curriculum Planning, Development, Implementation & Accreditation Compliance 

'D' has a Bachelor's Degree in Information Technology Engineering with concentrations in Network 
[bookmark: _GoBack]Technology and Network Security, and is working towards a Master of Information Technology concentration in Information Assurance.



EVALUATOR NON-CONFLICT OF INTEREST STATEMENT

|_|By checking this box, I certify that neither I,     , nor any member of my immediate family has a material personal or financial relationship with thisvendor or to a direct competitor of this vendor.  I further certify that no other relationship, bias or ethical conflict exists which will prevent me from evaluating this response solely on its merits and in accordance with the evaluation criteria.

Furthermore, I agree to notify the Task Order Manager if my personal or financial relationship with this vendor is altered at any time during the evaluation process.  If I am serving as the Procurement Officer of record I agree to advise my supervisor of any changes that could appear to represent a conflict of interest.

EVALUATOR NOTES

To be completed by requesting agency evaluator(s).

Comments MUST be recorded for any section receiving a Best Value score of 10 or 0. Comments must be concise and objective and refer to or quote the portion of the response that led to the score.
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