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[bookmark: _Toc313454823]General Instructions
Vendors must use the template set out herein for submission of their response to a TOPS Request Form, including 10-point Arial font. Modifications to the format of this template (e.g., altering font size, altering font type, adding colors, adding pictures etc) will result in the rejection of your response.
Other than as requested on this page, your response must be “cleansed” of any identifying names or information. Do not list any names/information in Project Approach, Risk Assesement, or Experience/Qualifications that can be used to identify your firm. The inclusion of identifying information may result in your response being rejected.
[bookmark: _Toc313454824]Project Approach
Provide a concise and detailed summary of your approach to delivering the services described in the TOPS Request Form. The summary must demonstrate your understanding of how to successfully complete the work in a way that meets the state’s needs. 
	Project Approach cannot exceed one page.


[bookmark: _Toc313454825]
Risk ASSESSMENT
Itemize potential controllable and non-controllable risks associated with providing the services described in the TOPS Request Form and concisely describe how you will mitigate each risk.
	Risks cannot exceed one page. You may add/delete additional rows to identify additional risks and solutions, but do not exceed the page limit. Do not include any cost or marketing information.


[bookmark: _Toc313454826]
EXPERIENCE/QUALIFICATIONS
Describe your experience and qualifications specifically as they pertain to the services described in the TOPS. Do not include names or information that can be used to identify your firm or the proposed resource(s).
	Experience/Qualifications cannot exceed two pages.


[bookmark: _Toc324771467]
PROJECT APPROACH
[bookmark: EVALNAME]BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10  |_|5  |_|0
	The Department of Corrections supports both Windows and Novell environments and uses NetApp Filers for storage in Juneau and Anchorage as well replication of key data between the two locations. The Novell environment is no longer supported and needs to be converted to Windows.  

The Department needs assistance in designing an Active Directory (AD) environment that will follow Microsoft best practices for a multi-site active directory deployment.  Additionally assistance in planning any necessary upgrades to the existing server hardware and operating systems, existing VMware versions, existing NetApp Filers and existing desktop services is needed. 

A key portion of this task is assistance in planning a migration for the existing Novell 6.4 and 6.5 servers to the new Windows Active Directory environment.

Each of the three proposed NBS technicians is a proven architect and implementer of best practices for: Windows servers, Active Directory, NetApp storage systems and VMware – all of which are in use at Corrections.  

Our Lead Technician is a Novell Certified Administrator and instructor for the versions of NetWare in use at Corrections.  In addition he has converted over a dozen, similar NetWare systems to Active Directory.  One of the systems converted was the Dept. of Public Safety.  Our proposed team lead led the ETS AD project and assisted a number of SOA departments in their planning for the ETS AD conversion.

STEP ONE:
Project scope: We will confirm the scope of the plan, ensure we have a formal communications methodology and review Correction’s existing infrastructure, inventory, issues and plans.  

STEP TWO:
Consider not only Novell and Microsoft best practices but also:
1. Integration with existing Windows applications
2. Integration with existing Terminal Server front end
3. Integration with Unix based inmate management system
4. Back up options
5. Disaster recovery options
6. Security requirements unique to Corrections
7. Manpower and approaches to converting desktops.  The objective is to minimize labor since every desktop will need to be touched at least once.

STEP THREE:
Develop and confirm basic requirements for a new AD and the migration

STEP FOUR:
Work with Corrections IT to confirm a fundamental approach for the migration

STEP FIVE:
Draft a new Active Directory design and provide a bulleted list of migration steps 

 STEP SIX:
We suggest that a quick teleconference/meeting be scheduled every week to review: priorities, work in progress and check on how things are going.   

STEP SEVEN:
We will document (broadly and simply) any suggested changes to: software, hardware and operational procedures.  

We will also log our time and work on a daily basis.




[bookmark: _Toc324771468]RISK ASSESSMENT
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10  |_|5  |_|0
	
RISK: Corrections technical staff don’t have time to be exposed to new tools or approaches.
[bookmark: _GoBack]This can be mitigated with mentoring and documentation as we go along.  

RISK: Contractor lead technician isn’t available
There is a risk whenever a key resource may not be available due to sickness or other causes.  This will be mitigated by ensuring each of the three NBS team members have an expert level knowledge of Active Directory. 

RISK: Turnover of Corrections Staff
Staff will naturally have turnover.  New IT staff members will likely not have knowledge of existing applications and infrastructure.   This engagement could refine or add-on to existing documentation of both hardware and software.  This will minimize fumbling around when new staff come on board.

RISK: Sensitive material is inadvertantly exposed.
Three of the proposed team members, including the lead technician, have passed the most stringent state of Alaska security background checks and are cleared to work at locations such as Public Safety, Homeland Security, ETS Data Centers and several federal law enforcement agencies.  This ensures sensitivity to good security practices.

RISK: Applications and desktop operating systems are without support for migration or upgrading.
A thorough review of the server applications and Novell systems in place will mitigate this risk.  Having a NBS team lead that is very familiar with the version of NetWare and associated NetWare tools will also help.
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EXPERIENCE/QUALIFICATIONS
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10  |_|5  |_|0
	Our technicians have provided design, installation, support, mentoring, maintenance and tuning for many State of Alaska agency systems that use Windows servers, NetApp Filers, VMware, Dell servers and Cisco Nexus/Catalyst switches for many years.  We have assisted approximately a dozen SOA agencies or departments in their migrations from Novell to Active Directory.  Additionally we have assisted many agencies with their: individual applications, LANs, virtualizations, consolidations, upgrades, implementations and migrations for over 15 years.  We are also a high level partner with Microsoft, VMware (Enterprise), NetApp (Platinum) and Dell (Premier Preferred) which often allows us special access to support, training and tools.  

We believe that the combination of an enterprise oriented lead technician with rapid access to additional specialists, as part of a Corrections team, will provide an AD design and migration approach.  Our detailed knowledge of and experience with the same hardware and software as used by Corrections will offer consistent, mature technical advice on best practices, tempered by real-world experience.  

The lead technician we are proposing has 20 years of enterprise infrastructure support experience, is one of the most knowledgeable Microsoft AD experts in Alaska and has not only migrated a large number of Novell systems to AD but used to design, deploy and support similar Novell systems.  This invaluable experience with multi-site Active Driecotry, security and application and operating system conversions is priceless.   

The two other proposed team members have deep Microsoft, NetApp and Cisco knowledge, training and certifications.






EVALUATOR NON-CONFLICT OF INTEREST STATEMENT

|_| By checking this box, I certify that neither I,      , nor any member of my immediate family has a material personal or financial relationship with this vendor or to a direct competitor of this vendor.  I further certify that no other relationship, bias or ethical conflict exists which will prevent me from evaluating this response solely on its merits and in accordance with the evaluation criteria.

Furthermore, I agree to notify the Task Order Manager if my personal or financial relationship with this vendor is altered at any time during the evaluation process.  If I am serving as the Procurement Officer of record I agree to advise my supervisor of any changes that could appear to represent a conflict of interest.

EVALUATOR NOTES

To be completed by requesting agency evaluator(s).

Comments MUST be recorded for any section receiving a Best Value score of 10 or 0. Comments must be concise and objective and refer to or quote the portion of the response that led to the score.
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