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[bookmark: _Toc313454823]General Instructions
Vendors must use the template set out herein for submission of their response to a TOPS Request Form. Modifications to the format of this template (e.g., altering font size, altering font type, adding colors, adding pictures etc) will cause your response to be rejected.
Please list your experience in the following Categories: Project Approach, Risk Assesement, and Experience/Qualifications. 
[bookmark: _Toc313454824]Project Approach
Provide a concise and detailed summary of your approach to delivering the services described in the TOPS Request Form. The summary must demonstrate your understanding of how to successfully complete the work in a way that meets the State’s needs. 
	Project Approach cannot exceed one page.


[bookmark: _Toc313454825]
Risk ASSESSMENT
Itemize potential controllable and non-controllable risks associated with providing the services described in the TOPS Request Form and concisely describe how you will mitigate each risk.
	Risks cannot exceed one page. You may add/delete additional rows to identify additional risks and solutions, but do not exceed the page limit. Do not include any cost or marketing information.


[bookmark: _Toc313454826]
EXPERIENCE/QUALIFICATIONS
Describe your experience and qualifications specifically as they pertain to the services described in the TOPS Request. If applicable, please provide your responses to Special Expertise & Experience, and Special Considerations or Constraints areas. Your response may include prior experience, engagements, and/or past performances relative to the department needs and/or requirements as they pertain to the TOPS Request in these sections.
	Experience/Qualifications cannot exceed two pages.


[bookmark: _Toc321385716]
PROJECT APPROACH
[bookmark: EVALNAME]BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10 |_|5 |_|0
	The Ted Stevens Anchorage International Airport (TSAIA) requires full-time senior-level technical support for its WAN/LAN and related IT infrastructure. To meet this need, RDI will provide a full-time equivalent team of three experienced System Administrators with solid relevant technical knowledge and excellent communication skills. This team approach has many advantages over contracting a single individual:

 -- Greater diversity and breadth of experience readily available
 -- Better flexibility and coverage (we can provide 80 hours in a busy week or 0 hours if we aren’t needed)
 -- Adjustable hours as needed to ensure adequate staffing is always available
 -- Lower risk of staff turnover because the whole team will be up-to-speed on your environment 
 -- Increased access to scores of additional experts who may have relevant, niche expertise.

In short, this team approach ensures the best-fit staff is always available, and maximum value is delivered for each billable hour.

WORK PLAN: RDI proposes a work plan that divides this project into five primary tasks (detailed below). Our project manager will align each team member’s involvement with the needs of each task, and determine their level of involvement. 

TASK 1: PROJECT KICKOFF
Meet with project sponsor to discuss goals and identify key objectives in supporting air transport operations.

TASK 2: REQUIREMENTS ANALYSIS
Analyze requirements to ensure an efficient and effective response in delivering support services. We will review the TSAIA infrastructure and architecture to familiarize our team with your systems, and work with TSAIA to ensure that our team can meet your support needs.

TASK 3: SYSTEM MANAGEMENT AND SUPPORT
Manage and support TSAIA systems, ensuring successful operation and maintenance of service levels including the following:

 -- Planning, operating, monitoring, maintaining, and securing enterprise WAN/LAN devices
 -- Assisting in other IT projects as needed 
 -- Providing technical advice and recommendations in both verbal and written forms
 -- Ensuring problem response, resolution, and escalation is in keeping with TSAIA standards
 -- Coordinating and communicating with other technical and cross-project teams

TASK 4: PROJECT MANAGEMENT AND STATUS REPORTING
Conduct status reporting and stakeholder meetings to ensure service support levels and goals are being met. Status reporting will include regular written reports, weekly status meetings, and ad hoc meetings as needed for critical tasks.
[bookmark: _GoBack]
TASK 5:  DOCUMENTATION
Create continuity products to include technical and project documentation. Documentation and continuity products will adhere to TSAIA style and standards.

ASSUMPTIONS
This project approach is based on the following assumptions:
-- TSAIA will provide a project sponsor as a direct line of contact.
-- All physical and system access and privileges will be granted following Task 1.
-- TSAIA will provide documentation as required to identify service level agreements, incident response 
    and escalation procedures, and network and system diagrams.
-- RDI will be provided with dedicated on-site workspace, network connectivity, telephone, and parking.



[bookmark: _Toc321385717]RISK ASSESSMENT
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10 |_|5 |_|0
	RISK: Staffing the project with a single technician
WHY IT IS A RISK: A single individual may not have required depth of experience with so many diverse technologies and systems, or may become suddenly unavailable for a variety of reasons (e.g., new job, illness, vacation, family emergency).
OUR SOLUTION: Using a team approach ensures that a diverse skill set is always available. The risk and loss of productivity from staff turnover and/or temporary absence is greatly reduced. Additionally, RDI supports its project teams with a nationwide staff of over 180 employees. If necessary, we can call on support from our extensive team of IT experts to fill specific or niche skill sets.

RISK: Lack of communication
WHY IT IS A RISK: Lack of communication can cause projects to fail. 
OUR SOLUTION: In addition to providing regular status reports, we will host status meetings between our project manager and the client project sponsor, key users, and the IT team (as appropriate) every week. We also encourage informal communication daily, be it face-to-face, email, text, IM, or phone. 

RISK: New, complex technical environment
WHY IT IS A RISK: Stepping into an organization’s technical infrastructure can be challenging.
OUR SOLUTION: Providing a technically competent and responsive team ensures we can accommodate requirements for supporting a complex infrastructure with a limited learning curve. Additionally, conducting an up-front analysis of infrastructure and requirements will give our team a high-level overview of systems before they begin working on specific components.

RISK: Multiple technicians
WHY IT IS A RISK: Task coordination and continuity between multiple technicians can cause work gaps and project delay. 
OUR SOLUTION: In addition to providing technically competent individuals, tasks and efforts will be coordinated and synchronized by a single RDI Project Manager to ensure continuity and to provide TSAIA with a single point of contact.

RISK: Availability of technicians
WHY IT IS A RISK: Project staffing needs, schedules, and availability can and do fluctuate. If TSAIA uses a single resource for all work, it is likely that the resource will be on leave or otherwise unavailable during certain periods of the contract.
OUR SOLUTION: By providing a team of qualified technicians, RDI can ensure seamless support in the event that a team member takes leave or becomes unavailable. Our Project Manager will monitor team availability to resolve conflicts in work schedules and coordinate technicians with dedicated onsite time.

RISK: Direct experience with aviation industry 
WHY IT IS A RISK: Working with unfamiliar industry-specific equipment and procedures may require additional ramp-up time. 
OUR SOLUTION: Our project team has extensive experience working with a variety of federal, state, and local government agencies. The team possesses a strong background and working knowledge of SCADA networks and other secure government enclaves.
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EXPERIENCE/QUALIFICATIONS
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10 |_|5 |_|0
	RDI’s offering is straightforward: Our system administrators and software developers work seamlessly with your IT staff to ensure that your infrastructure is optimized, your applications are robust, and your IT problems get resolved. We have over 25 years of experience, and we have been working with the State of Alaska since the early 90s. With a staff of more than 180 employees, we provide expertise in all aspects of software implementation and IT management. Additionally, we have over 80 IT professionals located right down the street in Anchorage.

The following RDI team members have been identified to provide these services based on the skill sets they possess that match TSAIA’s needs:

RYAN CALDWELL, PROJECT MANAGER/SR. ANALYST
Ryan is an accomplished Project Manager with more than 10 years of notable success directing secure, relevant IT initiatives in support of key business objectives while serving as a commissioned officer in the US Army. He is proficient and knowledgeable on Microsoft servers and system administration, VMware virtualization, and Cisco switching and routing. He is a Certified Information Systems Security Professional (CISSP), Microsoft Certified Information Technology Professional (MCITP) and a Cisco Certified Network Professional (CCNA).

-- IT Project Management (8 years)
-- WAN networking (1 year)
-- Cisco switching/routing (4 years)
-- Wireless networking (1 year)
-- VoIP Administration (1 year) 
-- NetApp storage (3 years)
-- Active Directory (6 years)
-- Exchange Server (2 years)
-- VMware ESXi/vCenter (3 years)
-- Firewalls (1 year)

KEN RHOADES, SR. SYSTEM ADMINISTRATOR
Ken has over 20 years of experience in server administration, including Cisco blade servers and Nexus switches. He has worked with security redundancy, failover on Cisco routers (HSRP), Cisco 6513 core switches with redundant supervisors, and Cisco ASA failover bundles. Ken also has 2 years of experience managing NetApp filers, and recently attended online coursework from NetApp to support a municipal storage consolidation effort. 

-- 20 years WAN networking
-- 20+ years with switches
-- 20+ years with Cisco Routers
-- 10 years with wireless networking
-- 15 years Active Directory and Exchange Server Administration
-- 15 years in server administration
-- 15 years with firewalls
-- 5 years supporting video surveillance servers and cameras
-- 5 years Vmware installation and management of virtual server and desktop environments
-- 10 years network scanning
-- 5 years Video Server and DVR surveillance camera support 
-- 5 years Symantec Backup Exec


EXPERIENCE/QUALIFICATIONS (CONT.)

	BEAR REMIEN, SYSTEM ADMINISTRATOR
Bear has worked as a network and system administrator since 2003. He is a Microsoft Certified Professional (MCP) and Cisco Certified Network Associate (CCNA) whose skill set includes Windows, Linux, and Mac server administration; local and internet networking; wireless networking and authentication; firewall administration and security; desktop support; backup and recovery strategies; messaging; and remote access. He has recent experience working with a 6513E blade switch, including redundant supervisor engines, and some experience with HSRP.

-- 7 years with WAN networking
-- 7.5 years with switching/routing
-- 6 years with Cisco equipment
-- 8.5 years Active Directory
-- 8.5 years in server administration
-- CCNA since 2009
-- 6 years with firewalls
-- 6 years VMware server experience
-- 3 years with VMware desktop experience
-- 6 years Exchange.
-- 7.5 years Symantec Backup Exec



EVALUATOR NON-CONFLICT OF INTEREST STATEMENT

|_| By checking this box, I certify that neither I,                                                                              , nor any member of my immediate family has a material personal or financial relationship with this vendor or to a direct competitor of this vendor.  I further certify that no other relationship, bias or ethical conflict exists which will prevent me from evaluating this response solely on its merits and in accordance with the evaluation criteria.

Furthermore, I agree to notify the Task Order Manager if my personal or financial relationship with this vendor is altered at any time during the evaluation process.  If I am serving as the Procurement Officer of record I agree to advise my supervisor of any changes that could appear to represent a conflict of interest.

EVALUATOR NOTES

To be completed by requesting agency evaluator(s).

Comments MUST be recorded for any section receiving a Best Value score of 10 or 0. Comments must be concise and objective and refer to or quote the portion of the response that led to the score.

	PROJECT APPROACH

	[bookmark: Text4]     



	RISK ASSESSMENT

	     



	EXPERIENCE/QUALIFICATIONS

	     



Page 6 of 6
