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[bookmark: _Toc313454823]General Instructions
Vendors must use the template set out herein for submission of their response to a TOPS Request Form. Modifications to the format of this template (e.g., altering font size, altering font type, adding colors, adding pictures etc) will cause your response to be rejected.
Please list your experience in the following Categories: Project Approach, Risk Assesement, and Experience/Qualifications. 
[bookmark: _Toc313454824]Project Approach
Provide a concise and detailed summary of your approach to delivering the services described in the TOPS Request Form. The summary must demonstrate your understanding of how to successfully complete the work in a way that meets the State’s needs. 
	Project Approach cannot exceed one page.


[bookmark: _Toc313454825]
Risk ASSESSMENT
Itemize potential controllable and non-controllable risks associated with providing the services described in the TOPS Request Form and concisely describe how you will mitigate each risk.
	Risks cannot exceed one page. You may add/delete additional rows to identify additional risks and solutions, but do not exceed the page limit. Do not include any cost or marketing information.


[bookmark: _Toc313454826]
EXPERIENCE/QUALIFICATIONS
Describe your experience and qualifications specifically as they pertain to the services described in the TOPS Request Form. If applicable, please provide your responses to Special Expertise & Experience, and Special Considerations or Constraints areas. Your response may include prior experience, engagements, and/or past performances relative to the department needs and/or requirements as they pertain to the TOPS Request Form in these sections.
	Experience/Qualifications cannot exceed two pages.
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PROJECT APPROACH
[bookmark: EVALNAME]BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10 |_|5 |_|0
	We are proposing a pool of four expert network technicians from which you can draw.  Two of them have extensive experience with Cisco, VMware, NetApp and Windows (one also has extensive Citrix experience) and have passed CJIS and ETS criminal records and security checks.  Additionally they are familiar with the TSAIA infrastructure, mission, applications and procedures.  

The third and fourth technicians have specialized in Cisco WANs for a number of years and one of them also has VMware, Windows, blades and SAN (IBM) experience.  The third and fourth technicians are available continuously for remote work and can be on-site (when needed) for two out of every four weeks.

We believe our ability to use more than one resource during peak periods will be helpful.  Additionally not all expert technicians have extensive experience or training in all possible technical areas so being able to pick and choose skill sets as needed should allow optimal matching of experience and availability.

Expert Network System Technicians & Skills:
Resource A: Cisco WAN/LAN, Blades, Cisco VoIP, VMware, Citrix, Windows, CJIS/ETS, TSAIA exp. 
Resource B: Cisco WAN/LAN, Blades, Cisco VoIP, VMware, Windows, CJIS/ETS, TSAIA exp.
Resource C: Cisco WAN/LAN, Blades,  VMware, Windows.
Resource D: Cisco WAN/LAN, Cisco VoIP, Windows.

Our organization’s strong technical expertise with the technologies used by the Ted Stevens Anchorage International Airport (TSAIA) will assure that our proposed resources can leverage our other engineers and vendor relationships. We have a number of trained and certified engineers with Cisco, NetApp, Microsoft, VMware and Citrix experience.  We also have formal partnerships with each of those vendors wherein we can avail ourselves of special or internal resources.  This allows us to provide additional, effective resources to assist your staff and our proposed resources as needed. 

Our firm is familiar with most State of Alaska agencies, including TSAIA and understands many of the systems, practices, procedures and constraints as well as the unique security required by both TSAIA and the State.

[bookmark: _GoBack]Our proposed resources will utilize vendor best practices and careful processing, testing and change control for all proposed changes to the TSAIA infrastructure that might impact users or systems.  

When assigned a task our expert network systems technicians ensure there is a clear scope.  Then they typically interview stakeholders, identify pros and cons, propose a fundamental approach and then list and get approval for all requirements.  The requirements lead to an implementation project plan with clear definitions for testing, notification, implementation and backout processes.  Acceptance at each stage is part of the implementation plan and training/mentoring and documentation are included where requested or needed.

As a matter of good project management process we will deliver bi-monthly status reports that specify time  spent by technician, budget remaining and will note any newly identified issues, projects or risks.  In addition our resources will utilize or fill out any required TSAIA workflow documentation or project tracking.  Finally we propose to include scheduled status meetings with our firm’s Point of Contact to ensure projects are running smoothly, any risks/changes are being identified and objectives are being accomplished.






[bookmark: _Toc321385717]RISK ASSESSMENT
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10 |_|5 |_|0
	
RISK: Implementations, changes or upgrades might cause unexpected results or outages.
DESCRIPTION: Even the best planned and tested upgrade or change may fail. 
SOLUTION: Execute the “back out” procedure and examine the root cause(s).  Ensure those causes are documented and included in future analysis of risks.

RISK: Implementations, changes or upgrades do not meet TSAIA expectations.
DESCRIPTION: Deliverables can meet general goals but miss subtleties or desired features. 
SOLUTION: Frequent informal communication coupled with status meetings and status reports will minimize the possibility of this occurring. Further, the proposed resource can address questions with the key users/managers and not make decisions without proper consultation with the stakeholders/TSAIA.

RISK: Modification to systems can lead to the discovery of core system improvements.
DESCRIPTION: During exploration associated with system upgrades or changes, foundational improvements can be uncovered that increase the scope of the original task  but may be justified as a more desirable solution. 
SOLUTION: Notify TSAIA staff and clearly present original and alternate solutions, exposing the risks and benefits of both methods.

RISK: Customer may not have sufficient time available to test changes or upgrades.
DESCRIPTION: TSAIA users or staff may not have sufficient time to test the change or upgrade that could result in an outage or an unstable environment.
SOLUTION:  Our resource will work with the TSAIA team to carefully test the changes and upgrades.  They will also ensure a “backout” plan is available wherever possible. This should reduce the load on TSAIA staff and result in minimal dissatisfaction with the change or upgrade.

RISK: Documentation of updates, changes or new installations are incomplete.
DESCRIPTION: Many upgrades, changes or implementations depend on outside systems or software that may not be properly documented, causing additional experimentation and investigation.
SOLUTION: Reducing this risk is possible by coordinating with the vendors or owners of the external systems directly and using institutional knowledge of those systems to ensure completion of system documentation.

RISK: TSAIA users or staff do not have time to participate in planning for changes and upgrades or to answer key questions of how such changes might impact them.
DESCRIPTION: Often stakeholders are busy, unavailable or out of contact.
SOLUTION: Identifying needed information or potential issues can be brought to TSAIA IT Management’s attention.

RISK: TSAIA has multiple projects to implement within overlapping, tight time frames.  The amount of work exceeds the the time available for one expert technician.
DESCRIPTION:  Occasionally multiple projects need to be implemented at the same time due to requirements beyond TSAIA’s control.
SOLUTION:  Several (two to four) technicians may be deployed simultaneously to handle the peak workload.
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EXPERIENCE/QUALIFICATIONS
BEST VALUE PROCESS ONLY:  EVALUATOR NAME:      	SCORE:  |_|10 |_|5 |_|0
	Our firm and two of our proposed resources to fill the Expert Network Systems Technician role are familiar with the Ted Stevens Anchorage International Airport (TSAIA) infrastructure, personnel, practices, workflows, procedures, applications and personnel and understand the specific needs of TSAIA.   Our firm has worked for over 12 years providing Cisco oriented WAN/LAN services as well as other infrastructure services (Windows Active Directory, Microsoft SQL and SharePoint, VMware, NetApp and Citrix XenDesktop) to state agencies including the TSAIA.  Additionally our firm has engineered and provided NetApp storage to the majority of State of Alaska agencies over the years.

BRANDON GIROUX
Brandon has extensive training and deep experience with NetApp, VMware, Windows, Citrix and Cisco LAN/WAN/Blade environments and has assisted TSAIA over the past year in designing and implementing their current NetApp, Cisco, VMware and Citrix environment.

Brandon has qualified for and met the Alaska Public Safety Information Network (APSIN) certification requirements and successfully cleared the APSIN fingerprint based criminal history records background check.  Brandon has an Airport  badge. He is fluent in written and spoken English language. 

Over the past 10 years Brandon has held expert network technician positions previously for SAIC, EDS, NANA, Alyeska Pipeline and Denali Pipeline. Brandon has designed, implemented or troubleshot numerous environments with Cisco routers, Cisco switches, Cisco blades, NetApp storage and Windows servers.  Additionally Brandon has recently deployed several Citrix XenApp and XenDesktop systems.

Deployed/Managed:
- Cisco Pix and ASA 5505, 5510 Firewalls
- Cisco 1700,1800, 2800 series routers
- Cisco 500, 2950, 2960, 3560 and Nexus switches
- Cisco 1230 and 1240 series access points
- HP 1800, 2650, 2800, 2900, 5400 switches
- WatchGuard Soho, 550e and 750e firewalls

Certifications:
- NetApp: NCDA, Clustered ONTAP
- ITIL Foundations
- Cisco CCNA, Data Center Unified Computing Support Specialist
- Citrix: CCA for XenApp 6 & XenDesktop 5.6
- VMware VCP-Cloud

KALE BLANKENSHIP  
Kale also has had extensive training and deep experience with Cisco LAN/WAN/Blades, NetApp storage, VMware and Windows environments over the past 8 years.  Additionally Kale has strong Cisco VoIP design and implementation experience.  Kale has previously assisted TSAIA with infrastructure deployments and is familiar with TSAIA’s existing procedures, applications and Cisco environment. Kale has worked for two state agencies: DOT (Measurement & Standards) and Public Safety in system administration roles. Kale holds numerous industry-recognized certifications in Cisco, Microsoft, NetApp, VMware and CompTIA. 

Kale has qualified for and met the Alaska Public Safety Information Network (APSIN) certification requirements and successfully cleared the APSIN fingerprint and CODIS DNA based criminal history records background checks.  He is fluent in written and spoken English language.

Certifications:
- NetApp NCDA, NAIP
- Cisco: CCNP, CCIP, CCNA-Voice, CCNP-Voice, CCNA-Security, CCENT, CCDA, Unified Computing Technology Support Specialist
- VMware VCP
- ASE: HP ProCurve Campus Lans, HP ProCurve Networking
- Microsoft: MCTS-Windows 7, MCSE 2003, MCSA 2003, MCP
- CompTIA: Security+, Server+, Network+, A+, CIW Associate

ROBERT COAPMAN
Robert has provided network and WAN technical support for over 12 years and has both extensive Cisco WAN/LAN and broad System Administration experience.  He has worked for commercial, hospital, state  government and military organizations and has designed data centers, implemented or managed very large WANs and LANs and supervised a staff of 15 Network Administrators and an entire IT department.  Robert has provided third level (high) support for Windows/AD, VMware, IBM Blade Centers and IBM SANs. 

Deployed/Managed:
- Cisco 7200, 3800, 3600, and 2600 series 
- OSPF, OSPFv3, EIGRP, EIGRP for IPv6, BGP, RIP, RIPng, Policy Based Routing, HSRP, VRRP, GLBP, QoS, VRF
- Cisco 6500, 4500, 3700, 3500, & 2900 series
- Nexus 7k/5k/2k
- VTP, ISL, 802.1Q, STP, RSTP, Multilayer switching, CEF, l2/l3EtherChannel, PoE, VLAN design
- Ethernet, Frame Relay, PPP, DSL, HDLC, MPLS VPN
- VPN configuration, DMZ design & support, Internet Content Filtering, VMPS, 802.1x, AAA via Radius/TACACS, Cisco Secure Access Control Server, ASA 5500 series firewalls, Cisco IPS
- ACE 4710 load balancers

Certifications:
- Cisco: CCNP , CCNA-Security, CCNA
- ITILv3 Foundation 
- CompTIA Security+

PETER DAVIES
For the past 12 years Peter has engineered and deployed radio, satellite, broadcast (video) and Cisco WAN/LAN technologies around the world.  

Deployed/Managed:
- Digital control centers for broadcasters
- Various video and network distribution, CATV, IP Multicast, data streaming and audio/video solutions over video, VSAT and fiber.
- Avaya and Cisco VoIP systems

Certifications:
- Trango Microwave
- FCC: Technician Class License, GMRS license
- PowerVu Compression & Transmission


EXPERIENCE/QUALIFICATIONS (CONT.)


EVALUATOR NON-CONFLICT OF INTEREST STATEMENT

|_| By checking this box, I certify that neither I,                                                                              , nor any member of my immediate family has a material personal or financial relationship with this vendor or to a direct competitor of this vendor.  I further certify that no other relationship, bias or ethical conflict exists which will prevent me from evaluating this response solely on its merits and in accordance with the evaluation criteria.

Furthermore, I agree to notify the Task Order Manager if my personal or financial relationship with this vendor is altered at any time during the evaluation process.  If I am serving as the Procurement Officer of record I agree to advise my supervisor of any changes that could appear to represent a conflict of interest.

EVALUATOR NOTES

To be completed by requesting agency evaluator(s).

Comments MUST be recorded for any section receiving a Best Value score of 10 or 0. Comments must be concise and objective and refer to or quote the portion of the response that led to the score.
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